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MeTto o0ecrieueHHu s HEeJO0CTHOCTH
arperupoBaHHBIX JAHHBIX MOHUTOPHHI A
C MCII0JIL30BAHHUEM TEeXHOJIOTMH 0JIOKYEeHH

N. P. ®enopos

Cankr-llerepOyprckuit rocyJapCTBEHHBIN YHUBEPCUTET adPOKOCMHUYECKOTO MPHOOPOCTPOSHUS
Hanmonanenelit uccnenoBatenbekuit yausepeutet UTMO

Aunomayus: B ycloBusSIX pocTa CIOXHOCTH HH(MDOPMAIMOHHBIX CUCTEM M TpeOOBaHHUN K
obecrieueHnI0 HHPOPMAITMOHHONW 0€301MaCHOCTH BO3HHUKAET HEOOXOIUMOCTh HE TOJIEKO B cOope
Y aHaAJIN3¢ MOHUTOPUHTOBBIX JAHHBIX, HO U B TapaHTUPOBAHHOW HEU3MEHHOCTH 3THUX JaHHBIX
BO BpeMeHU. TpajWIIMOHHBIE CHCTEMBl MOHHTOPHHTA HE O00€CHeYHMBAIOT 3allUuTy OT
HECAHKIMOHUPOBAHHBIX M3MCHEHWH WCTOPUM METPUK, YTO OTPAHWYMBACT MX NPHUMEHEHHE B
KOHTEKCTe, TpeOyIIero npo3payHoro ayaura. B manHOW pabore mpemiaraercst pemiuTh 3Ty
mpo0JieMy 3a cueT TeXHOJIOTUU OokueitH. [IpeiokeH bl METO IPEIoIaracT exXeIHEBHYIO
BBIOOPKY KIFOUEBBIX METPUK MOHHUTOPWUHTA 3a MPOUICANINE CYTKH C IOCICTYFONIM
X3IIUPOBAHUEM arperupoOBaHHBIX MaHHBIX. [1OIydYeHHBIH X311 nepenaércs B CMapT-KOHTPAKT,
pa3BépHyTHIN B myOanmuHOM Onokyeitne Ethereum, rae coxpaHsercs BMeCTe C METKOH BPEMEHHU.
Jlns BepuUKaNUU peaan30BaH MPOrPaMMHBIN MOJYJb, TOBTOPHO HM3BICKAIOIIUI JaHHBIC W3
CHCTEMBbl MOHHUTOPWUHIa ¥ CPaBHUBAIOMIMN WX X311 C 3aQMKCHPOBAHHBIM B OJIOKYEiHE
3HaYeHHeM. B Xxole peanu3zaluM NPOTOTHIIA OblIa JOCTUTHYTa IIOJHAsS aBTOMAaTH3allHs
mporecca (hUKCalul U TOCICIYIOIIEH MPOBEPKH arperupoBaHHBIX METpHK. Bepudukars
VCIIEIIHO OMNpeessieT CIydad MOAMEHbI JaHHBIX MyTEM CpaBHEeHHs Xomnieh. [IpeanmoxeHHbIH
METOJT HE HCKIIYaeT BO3MOXKHOCTH (DUKCAIMM TOJAMEHEHHBIX JaHHBIX B Cllydac
KOMIIPOMETAIIUHU JIOBEPCHHOW CTOPOHBI, OJIHAKO O0OCSCIIEUMBACT MPO3PAUYHYI0 U HEU3MEHSICMYIO
UCTOpHUIO (DUKCAIMH, TIO3BOJISASA BBISIBIATH HAPYIICHHUS PETPOCHEKTHBHO. [IperMyiecTBOM
SIBIISICTCSl HE3aBUCHMOCTh OT BHYTpPEHHEH HWH(PAcTPyKTYphl OpraHU3allid W BO3MOXKHOCTH
BepU(PUKAINH C UCTIOIB30BAHUEM OTKPBITHIX HHCTPYMEHTOB.
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1. BBeaenue

B ycloBHSX CTPEeMHTEIHHOTO POCTa CIOKHOCTH MH(DOPMAINMOHHBIX CHCTEM M YBEIHMYCHUS
TpeOOBaHUH K UX HAJEKHOCTH M 0€30IIaCHOCTH, CHCTEMbl MOHUTOPHHTA UTPAIOT KIIFOYEBYIO POJIb B
o0ecreYeHnH yCTOWIMBOCTH TUGPOBOH HHPpAcTpYKTyphl [1]. Takue momynspHble HHCTPYMEHTEHI,
kak Prometheus [2], Zabbix [3] u InfluxDB [4], mo3BosAIOT coOMpaTh U aHAIM3UPOBATh METPHUKHU
paboTBI CHCTEM B pEaIbHOM BPEMEHH, OOHAPYKWBATh aHOMAJIMU U COOH, a TaKXkKe TOJATBEPKIAThH
BBINOJIHEHHE JIOTOBOPHBIX 00SI3aTEIIHCTB M0 YPOBHIO 00CTYKHBAHUSI.
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[Ipn sTOM OIHOI W3 YSI3BUMBIX CTOPOH TPAJUIMOHHBIX CHCTEM MOHUTOPUHIA OCTAaETCS
BO3MOXXHOCTh MOAM(DHUKAIMN WUIH yAAJCHUS UCTOPUYECKUX JAHHBIX. B ClieHapusiX, CBSI3aHHBIX C
paccieloBaHHEM HWHIIMJCHTOB, PEryJIATOPHBIM ayJUTOM WIH CyAE€OHBIMH CIIOpaMH, BO3HMKAET
HEOOXOUMOCTh TapaHTHUPOBaTh HEU3MEHHOCTh 3a()MKCHUPOBAHHBIX METPHUK 3aJHUM YHCIOM. DTO
0COOEHHO aKTyaJIbHO JJIsi OpraHu3aIMii, padoTaoNMX B cepax ¢ MOBHILIEHHBIMU TPEOOBAaHUAMU K
0€30MacHOCTH U MPO3PAaYHOCTH, HampuMmep, B (UHAHCOBOM CEKTOpE, TOCYAapCTBEHHBIX
YUPEKACHUAX U B MPOUYUX KPUTUUECKUX MH(DPACTPYKTypax.

OaHMM U3 BO3MOKHBIX PEHICHUN JaHHOM MPOOJIeMBbI SBIISETCS UCIIOJIb30BAHUE TEXHOJIOTUN
OJOKUEiH /U aHKOPHHIa MOHMTOPUHIOBBIX JJAaHHBIX. B MaHHOH cTaThe mpejyiaraercsi KOHUEMIUs
MOHMTOPHUHTa HMHQPACTPYKTYpbl, B pPaMKaxX KOTOpPOHl arperupoBaHHblE METPUKH, COOpaHHbBIE
CHUCTEMON MOHUTOPHUHIA, IEPUOJUYECKH XIIIUPYIOTCS, & PE3YJIbTaT XAIIUPOBAHUS 3alIUChIBAECTCS B
nyOnauunblil OokueitH Ethereum [5]. Takoit moaxox mo3BossieT BepuUIHMPOBATh MOATUHHOCTD U
HEU3MEHHOCTh MCTOPUUYECKUX JAHHBIX, HE PACKPBIBAs UX COJEPKUMOTO0, UYTO JEIAET BO3MOKHBIM
KaK co0Jto/iIeHue TpeOOBaHUN PETYIATOPOB, TaK U 3aIUTY KOH(UICHIMATBbHON HHOpMALIHH.

2. O030p CylmIeCTBYIOIIMX pelIeHu

CucreMbl MOHUTOpWMHTAa W HaOmrogaeMocTH (observability) SBISIOTCS HEOThEMIIEMOM
YacThI0 MpH TIOCTpeHHH coBpeMmeHHoW IT-unpactpykrypel. B Hambonee mOMyIspHBIX Ha
CerOHAIIHUN JleHb pemeHusx (Hanpumep, Prometheus wmm InfluxDB), kak mnpasuio,
UCTIONIB3YIOTCS CTIEMAIM3UPOBAaHHBIE 0a3bl JIaHHBIX BPEMEHHBIX pPsAIoB (time series databases,
TSDB), onTuMu3upoBaHHbIe 171 3aMCH OOJIBIIOTO KOJIMYECTBA METPUK € BBICOKOM yacToTOM. [l
MIOBBIIICHUS] HAJAEKHOCTH M OTKAa30yCTOMYMBOCTH YacTO MPUMEHSIOTCS PEIUIMKAILWs, Pe3epBHOE
KOMMPOBAaHUE M JIpyrHe MEXaHU3Mbl, OOEClEeUHBAIOIIME COXPAaHHOCTh JaHHBIX B ciydae cOos.
OpHako 1mMomoOHBIE Mephl HE PEmaloT MpoOJieMy JOBEpHs K XPaHUMBIM JaHHBIM, OCOOCHHO B
KOHTEKCTE DPACCIEIOBAHUS HHIMJIEHTOB. B yClOBHAX, KOrJa CHCTEMHBIH aJMUHUCTPATOp WIIH
3MOYMBIIUICHHUK MOXXET HMMETh JOCTYH K XPaHWIHILY METPUK, OTCYTCTBYIOT TEXHHUYECKHE
rapaHTuy, YTO JIaHHbIE HE ObUIM NIOJJMEHEHBI, YJalleHbl MM MOAU(DUIIMPOBAHBI 33 IHUM UHCIIOM.

B nensx rapaHTHM HEM3MEHHOCTH JaHHBIX HEKOTOPHIE OPTraHU3ally UCTIONB3YIOT:

1. WORM-xpanunuma (write once, read many), 0JHaKO MX CTOMMOCTb M OTPaHUYEHUS
JIeNaroT UX HE BCET/la MPUMEHUMBIMU [6].

2. SIEM-cucrtemsl, KOTOpble (POKYCUPYIOTCS OO0JIblIEe Ha COOBITUAX OE30MIaCHOCTH, YeM Ha
arperupoBaHHbIX METPUKaX [7].

3. ApXuBUpOBaHME M MOJAINUCH O1KAmoOB, YTO CO3JMAET JONOJHUTENbHYI HArpysky H
TpeOyeT JoBepus K MOANNCHIBAIOIIEH CTOPOHE.

Taxke cienyeT OTMETUTh CYLIECTBYIOUIME pPEIIeHUs B O00JIaCTH MPUMEHEHHs TEXHOJIOTHU
OJOKYEH ¢ LeNbI0 XpaHEHHs JNaHHBIX JUIA ayauTa, OJHAKO MPUMEHEHHE OOJIBIIMHCTBA M3 HUX
OPUEHTUPOBAHO Ha ONPEENCHHYIO cepy AesTeIbHOCTH (HanpuMep, JJOTUCTUKA WIH (PUHTEX), B TO
BpeMs KaK METPUKHA MOHUTOPHHTA KaK OOBEKT ayJHuTa OCTAr0TCs c1abo oxBaueHHBIMH (8, 9, 10].

Takum o00pa3oM, Ha CErOAHAIMIHUN JE€Hb OTCYTCTBYIOT IIHUPOKOJOCTYNHBIE U
MacmTabupyemple  pemieHusi,  0O0eCNeunBaloOUIe  MOATBEPKAAEMYI0  KPUNTOTpapUUECKU
HEM3MEHHOCTb arperupoBaHHBIX METPUK MOHMTOpUHra. B nanHOW pabore ans pemieHust 3Toi
3aJauu MpeJyIaraeTcsi NCIoIb30BaTh TEXHOJIOTHIO OJOKYEHH, TaK KaK OHA MJICAIbHO TOAXOTUT ISt
CleHapueB, rjae TpeOyercss oOeclneyuTh MpOo3padyHOCTh, HEM3MEHHOCTb U JOBEpHE K
3a(pUKCUPOBAHHBIM JTaHHBIM.

3. AHKOpPHUHT B 0JI0KYeiiHe

AHkopuHr (oT aHri. anchoring) — 3To mpolecc COXpaHEHUS MOMEHTAJIbHOIO CHHMKA
COCTOSIHUSL CHCTEMBbl B IyOJMYHBIA HMCTOYHHUK, Onarojgaps KOTOPOMY HET HEOOXOIUMOCTH
0€30roBOPOYHO JI0BEPSTh aAMUHUCTpaTOpy cucTemsl [11, 12]. [IyOnuyHbIM HCTOUHUKOM B paMKax
JAaHHOM paboThl OyneT BBICTYNAaTh OTKPBITHIM OnokyeiiH Ethereum. B ornmume ot momnoro
XpaHeHus: uHGopManuu B OJIOKYEiiHe, aHKOPUHT MIpeanojiaraeT MmyOJUKalHio JIMIIb KOPOTKOIO,



112 H. P. ®enopos

YHHMKaJIbHOTO KpHunrorpaduyeckoro ornedatka (Hampumep, SHA-256 xs1a), KOTOpbIi OAHO3HAYHO
COOTBETCTBYET OPHUTMHAIBHOMY cOJepKUMOoMYy. TakuM o0OpazoMm Jocturaercs OajaHC MEXIY
HEH3MEHSIEMOCTBIO, MACIITA0OUPYEMOCTBIO U IPUBATHOCTHIO.

[Tybnukanus xamia B 0J0KYEHH BBIMOIHSET JBE KII0UYeBble (QyHKIUH:

1. Timestamping (oxkazyemoe Bpems (puKcanum): Oiarojapsi TAKOMy CBOMCTBY OJOKUEiiH,
KaK HEW3MEHSEMOCTb, MOKHO YCTaHOBHUTb, UYTO OMNPECNEHHBIN HAOOp JaHHBIX CYIIECTBOBAJ B
KOHKPETHBIf MOMEHT BPEMEHHU.

2. Integrity verification (mpoBepka IIEJIOCTHOCTH): €CIM OPUTHHAIBHBIC JaHHBIC OBLITH
MOIUGHUIMPOBAHBl XOTS OBl Ha OAMH OHMT, UX XAII MU3MEHMTCS, B CIIEACTBUE YEro CpaBHEHHE C
COXPAaHEHHBIM B OJIOKUEHHE 3HAYEHUEM ITO MOKAXKET.

[IpuMeHeHHe aHKOpPUHTa MOXKHO BCTPETUTh B pa3M4HbIX cdepax: joructuka [13],
obpazoanue [14], durrex u ap. [15].

B KOHTEKCTe MOHUTOPHUHTA AHKOPHUHT MO3BOJIUT CO3/1aTh «KPUNTOrpaUuecKUil CIETOK»
arperupoBaHHBIX METPUK (HapUMep, CyMMapHOE KOJIMYECTBO OIMMOOK 3a CYTKH) U 3a(pUKCUPOBAThH
ero B OnokueitHe. IIpu mocremyromeM ayauTe MOXKHO IMOBTOPHO BBIYMCIHMTH X3II OT TEX XKe
JaHHBIX M YOeIUTbCsA, YTO OHM He ObUIM THoaMeHeHbl. Takum oOpa3om, cucTemMa MOJIy4yaeT
JIOBEPEHHYIO BHEUITHIOI BEpU(PHUKAIHNIO IEJIOCTHOCTH PU MUHUMAJIBHBIX M3/IEPIKKaX.

Boibop OnokueiiHa 3aBHCHT OT TpeOOBaHMH K CTOMMOCTH, IPOU3BOJUTEIBLHOCTH,
JoctynHocTd U Hané&xHoctu [16]. CymiecTBYIOT cienyromue BUAbl OJOKuYeiHA: MyOIMYHBINR
OJIOKUelH (MPEeIOCTABISIET BHICOKMA YPOBEHb JOBEPHs U JCIICHTPATU3AINH), YACTHBIA OJIOKYEHH
(ecTh BOBMOXKHOCTb KOHTPOJISI JOCTYTIA M 00Jiee BHICOKAsi CKOPOCTH 110 CPAaBHEHUIO C IyOIUYHBIM).

WNuorma Tarxke mpuMeHsieTcs THOPHIHBIA TOAXON: HAmpUMep, XpaHEHHe XdIia
OCYIIECTBIISIETCS. B MyONUYHOM OsiokueitHe, a camu naHHble xpanarcsa B IPFS (InterPlanetary File
System) [17] umu B S3-xpanunumie [18].

B pamkax Tekymed paboTel ObUT cienaH BbIOOp B moib3y Ethereum BBUAY NpoCTOTHI
MHTErpalyy, Tak Kak B JaHHOM CiIy4yae He TpeOyeTcsl pa3BopaunBaTrh MiaTGopMy ¢ HYJs, MOKHO
BOCIIOJIb30BaThCs y’K€ TOTOBOM TeCTOBOH ceThio. B cremyromiem paszene Oyaer mpejacTaBieHa
apXUTEKTypa MPOTOTUIIA, PEATU3YIOUIEr0 MOJX0J aHKOPUHIa IOBEPX CHCTEMbl MOHUTOpPUHIA
Prometheus.

4. ApXMTEKTYpa NPOTOTUINA PellleHust

Ha puc. 1 nmpencraBneHa apxuTeKkTypa MPOTOTUIIA, PEATU3YIOIIETO MPE/I0KEHHBIN TOIX0/T
obOecrie4eHUsT HEU3MEHHOCTH MOHHMTOPHUHIOBBIX JaHHBIX MyTEM HMX AHKOPHHra B MyOJWYHBIN
omokueiin Ethereum. ApXuTeKTypa COCTOUT M3 YETHIPEX OCHOBHBIX KOMIIOHEHTOB, O0BEAMHEHHBIX
B €AMHYIO [IENOYKY (POPMUPOBAHUS U BEPUPHUKAIINH IETOCTHOCTH METPHK.

CospnaHve/npoeepka
anchor B Brnok4eiit
Cepse no npoTtokony
pBep-LLto3 HTTPS
Cepsep ¢ OC Linux AJIA MHTErpaunn <
¢ BnokyeriH
NodeExporter
A
3anpoc meTpuk v
no NpoToKoNy N
)anpoc AaHHbIX U3
HTTPS CMCTEMbI MOHUTOPUHIA
anAa COSAEIHVIH/I'IPOBEDKVI
Y anchor B BnokyeitH no
oTokony HTTPS
Prometheus fpoTokony CMapT-KOHTPaKT

CepBep MOHUTOpUHra P

BnokyeinH Ethereum

Puc. 1. O0mas apxuTekTypa MpOTOTHIIA PEIICHHUS
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4.1. CucreMa MOHUTOPHHIA M cOOpPa MeTPHUK

B kauecTBe cucTeMbl MOHUTOPUHIA Hcnob3yeTcss Prometheus. 3a cOop cUCTEMHBIX METPUK
orBeyaer Node Exporter [19]. Node Exporter pa3BépHyT Ha oTmenbHOM cepBepe Linux wu
HKCIOPTUPYET 6Aa30Bble METPUKHU COCTOSIHUS ONEpaliMOHHOM cucTeMsl: 3arpys3ka CPU, yTunuzamnus
OTIEpPaTUBHOM MaMATH, MeCTO B (haiiyioBoil cucteme u np. Ha cepBepe MOHUTOpHHra yCTaHOBJIEH
Prometheus, koTopslii, B cBot0 ouepens, mponsBoauT onpoc Node Exporter mo nporokoixy HTTPS ¢
3aJJaHHOW TMEePUOJNYHOCTHIO (M0 YMOJIYAHHUIO Ka)KJble JECATb CEKYH]l) U COXpaHSET IMOIy4YeHHbIE
METpUKHU B cBoeill time series database (TSDB). Taxxe Prometheus nmpenocrasiser API nocryn
(/api/v1/query range) Iuisi H3BJICUEHUS arpETUPOBAHHBIX METPHK 32 HYXKHBINA NIEPHO] BpEMEHHU.

4.2. Moaynb aHKOpPHHTa

JlaHHBI MOJIyNb pEaNM30BaH Ha fA3bIKE MPOTrPaMMHUpPOBAHUS BBICOKOTO ypoBHsA Python u
MOJKET 3aIlyCKaThCsl KaK BPYUYHYIO, TaK U MO PACHHMCAHUIO Yepe3 IUIAaHUPOBUIMK 3ajad (Hampumep,
cron). 3agaya Moayns — 3aHUKCHUpPOBATh TEKYIee COCTOSHHME METpuK B Osokueiine. IIporecc
BKJIIOYAET CIJIEAYIOLINE ITAIlbI:

1. ®opmupoBaHue AMaNa3zo0Ha BPEMEHU I MPeabIayIMX cyTok (Hampumep, ¢ 00:00 mo
23:59 B UTC).

2. Brmmonnenue 3anpoca k Prometheus ¢ rcrnons3oBaHreM BbI30Ba query range.

3. Cepuanuzanus pe3yJsibTaTa B CTPOKOBOE MPEICTaBICHHUE.

4. Bpruuciaenue SHA-256 xa111a OT cepruaaIn30BaHHbBIX TAHHbBIX.

5. BwoB ¢ynkuuum  anchorHash(hash string) cmapr-koHTpakta ¢ nepenaueit
paccuUnTaHHOIO X3IIA.

[IceBnokon mMomynst nmpuBeAEH B ainroputMe 1. B pesynbrare BBINOIHEHUS TPaH3aKIUHU B
CMapT-KOHTpaKTe co3JaéTcs 3amuch C XdIIeM M MeTKoW BpeMeHH. JlaHHas wuHbopMaus
coxpaHsieTcs B OJOKYEITHE M MOYKET OBITh MMPOBEPEHA B OYIyIIIEM.

Auaroputym 1. [TPOIEJYPA AHKOPUHI'A METPHK B BJIOKYEMHE

Bxoansie nannbie: URL Prometheus-cepsepa P, aapec cmapt-koHTpakra C,
MIPUBATHBIN KITt04 K

Boixoanble anHbIe: X511 arperupOBaHHBIX METPUK 33 CYTKH

BoruncnuThk BpeMeHHbIe mapameTphl U c(hOMUPOBATH CTPOKY 3arnpoca k Prometheus
Ty <— UTC_date (now) — 1 cytku

T... — UTC_date (now)

q < cTpoka 3ampoca Kk Prometheus

Bemonuautes HTTP GET-3anpoc k API Prometheus

D — GET(P/api/vl/query_range, {q, Tsus Tena})

CepunannsoBats pe3yabTaT D B CTPOKY S

H — SHA256(9)

[TocTpouTth TpaH3aKLMIO BbI30BAa CMApT-KOHTPAKTa

tx — C.anchorHash(H)

OtnpaButh TpaH3akuuio: sendTransaction(, K)

4.3. Cmapr-koHTpaKkT B Ethereum

CMapT-KOHTPAKT pealn30BaH Ha CHELMATM3UPOBAHHOM sI3bIKE MporpamMmmupoBanus Solidity
[20] u pa3BépHyT B TecToBol cetn Ethereum Sepolia [21]. OH comepxuT:

1. ¢ynkmuro anchorHash(string), coxpaHsonryro Xsm M TEKYHIYI0O METKY BPEMEHH B
MAacCHB 3aIliCEH;

2. ¢yskmuio  getByDate(uint256), Bo3Bpamiammyr0 X3 IS yKa3aHHOW  JaThl
(OKpyTJIEHHOM 710 HavYaja CyTOK);

3. BcmomorarenbHas GyHkmwms totalRecords(), Bo3Bpamaromnas KOJIUIeCTBO COXPAHEHHBIX
XOIIeH.
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IlceBnokonsl ¢ynkmmii anchorHash u getByDate mnpuBenenst B amropurmax 2 u 3
COOTBETCTBEHHO. CMapT-KOHTpakT oOOecreunBaeT HEU3MEHHOCTh U BepUPHUIHMPYEMOCTh
COXpaHEHHON MH(pOpPMaLUHU, a TaKKe BO3MOXXHOCTb HE3aBHCHMOIO ayaHuTa yepe3 00o3peBareb
Etherscan mim API [22].

Aaroputm 2. DYHKIMA ANCHORHASH(HASH) B CMAPT-KOHTPAKTE

Bxoaubie nannblie: Ctpoka hash (xam SHA256 arperupoBaHHBIX METPUK)
BbIxoaHble JaHHbIe: X011 U TEKyIas METKa BpEeMEHH JJOOABJICHBI B UCTOPHUIO
timestamp < block. timestamp

record < ctpykrypa {hash: hash, timestamp: timestamp}

JlobGaBuTh record B MaccuB records

OmutHpoBathk coobiTHe Anchored(hash, timestamp)

Aaroput™m 3. DYHKIMA GETBYDATE(UINT256) B CMAPT-KOHTPAKTE

Bxoanblie nannmplie: /[ata D, 3a KOTOPYIO HY’KHO MOJTYYHUTh XOIII
Brixoanble 1anHble: X111, METKa BPEMEHU
ecsim records.length = O wau records[D] = NULL
Boszsparuts onmmbky: No records
uHaue
record < records[D]
BepHYTh (record.hash, record.timestamp)

4.4. Monyab Bepuduxanum (verifier)

Monyns BepuUKauy TaKke peam30BaH Ha SI3bIKE MPOTPAMMHUPOBAHUS BRICOKOTO YPOBHS
Python u BbmonHser ananoruyHelii 3ampoc K Prometheus 3a Te ke CyTKM, Kak U MOAYJIb
ankopuHra. [Iporecc BKIIFOYAET CIIEAYIONINE ATAITbI:

1. BbIUMCIIEHHE JOKAJIBHOIO X3IlIa TEKYIIIMX METPUK 3a YKa3aHHbII Uana3oH BpeMEHH;

2. ToJlydeHHe XdIIa 3a ITH K€ CYTKH M3 OJOoKueiHa depe3 (PyHKIUIO CMapT-KOHTpPaKTa
getByDate(uint256);

3. cpaBHeHHE 000WX 3HAYEHUH.

Pe3ynbraT MOXeT ObITh MpeAcTaBieH Kak OyieB ¢uiar: true (JaHHbIe HE MOAMEHSIIMCh) WIH
false (MMeroTcst pacXoXkIeHHs). DTO MO3BOJSIET BBISIBUTH PETPOCHICKTHBHBIE H3MEHEHUS B JTAHHBIX
MOHUTOPHHTA U UCIOJIb30BaTh MEXaHMU3M I BHEIIHEro ayauTa. [IceBmokox Moaysst MpUBEIEH B
anroputme 4.

Aaroputm 4. TTPOLHENYPA BEPMOUKALMN METPUK HA OCHOBE XO3IIA W3
BJIOKYEMHA

Bxonnbie nanubie: URL Prometheus-cepsepa P, anpec cmapt-konTpakTta C,
BpeMeHHou unrepsan (Tstart, Tend)
BbIxoaHbIe JaHHbIE: bylieBO 3HaUeHNE COBIA/ICHUS X3IlIEH arperupoBaHHbIX METPUK
D «— Boruvicnenue 1athl Tsary Tena
q < cTpoka 3anpoca k Prometheus
Bemonuauts HTTP GET-3anpoc k API Prometheus
A «— GET(P/api/vl/query_range, {4, Ty Tena})
CepuannzoBath pe3yabTaT 4 B CTPOKY S
Hlocal <« SHA256(S)
[TomyunTh HYKHBIN X311 U3 KOHTPAKTa:
H in <— C.getByDate(D)
eciM Hioear = H enain
BEPHYTb lrue
UHaue
BEPHYTH false
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BaXHBIM 2JIEMEHTOM apXUTEKTYpbl SIBISETCS 3allliTa OT IOBTOPHOM IIOJMEHBI: €CIIU
37IOYMBIIUICHHUK W3MEHMT METPUKHM 3aJHUM 4YHCIOM U NOBTOpHO BbI3oBeT anchorHash(), on
CO3/1aCT HOBYIO 3aIlMCh, HO HE CMOXKET Iepe3anucarh yxe 3auKcupoBaHHbIN paHee xa11. OyHKIUs
getByDate() mo3BoisieT OMHO3HAYHO COMOCTAaBUTHh JIaTy W OXXKHUIAEMBIH XOI, JaXKe €CIu B
KOHTPAKTE IOSIBUJIOCHh HECKOJIBbKO 3amucel. OJHAKO CYHIECTBYET TakXKe psJi OTpaHUYEHUH,
KOTOpbIe HEOOXOJUMO YUUTHIBATh MPU BHEJAPEHUH B PEAIbHBIX YCIOBUSX:

1. Komnpomeranusi 10OBEpEeHHON CTOpPOHBI. Tak Kak OJHMM M3 KIIOYEBBIX 3JIEMEHTOB
ApXUTEKTYphl SBISETCS MOIYJb AaHKOPHHTa, B CIydae €ro KOMIIPOMETALUH 3JI0YMBIIIIEHHUK
MOXeT cambcupuIUpoBaTh METPUKH 10 (OPMHUPOBAHHUS X311a U (PUKCAIMU JJAHHBIX B OJIOKYEHHE.
Takum oOpazoM, B O0KuYelH OyayT momajaTh 3aBEAOMO JIOKHBIE JaHHbIE. OJHUM W3 BapUaHTOB
peleHus JTaHHOW MpoOJieMbl MOXKET OBITh J00aBiieHHE "W30BITOYHOCTH" M 3aIyCK HECKOJIBKHX
MoJyJied aHKOpUHIa, paboTaromux B KBOpyMe. Takke peKOMEHIyeTcs 3alyckaTb MOJIYyJb B
3alUIIEHHON CPE/IE BBIITOJIHEHUS.

2. OrcyTcTBME HEW3MEHHOCTH JO MOMEHTAa AaHKOpPWHIA. 3HA4Y€HUs METPUK MOXKHO
U3MEHHUTDH B CUCTEME MOHUTOPHHIA 10 MOMEHTa (POPMHUPOBAHUS X31IIa U 3alUCH ero B O0K4eiH. B
cilydae, €Ciii 3JI0YMBIIIJICHHUK MOJYYUT JTOCTYI K XpaHWJIUILY CUCTEMbl MOHMUTOPUHTIA 0 3aIlycKa
MOJyJIsl aHKOPHHTA, Y HEro OyAeT BO3MOXKHOCTh M3MEHHUTH JaHHbIE 33JHUM 4HCIOM. B kauecTBe
pelIeHus mpeJiaraeTcsi COKpaTUTh MEPHOJ] aHKOpUHTa (Hanmpumep, 1o 1 yaca).

3. CrouMocTh W MaclITAOMPYeMOCTb. 3alUCh TPAH3AKUUU B IyONWYHBIA OJNOKYEHH
nosipazymeBaeT (hUHAHCOBBIC 3aTpaThl (ra3). CTOMMOCTh TPAH3aKIMKU MOXKET BapbUpoBaThcsi oT (.2
JI0 2 N0JIapoB B 3aBUCHMOCTH OT 3arpy’k€HHOCTH CETM M TEKylleW ILeHbl rasa. B mnepuopabl
MOBBIIIEHHOW AaKTUBHOCTU KOMHCCHS MOMKET BPEMEHHO JOCTUraTh S5 J0JUIapOB W BBIIIE 3a
TpaH3akuMioo. IIpu BBICOKOM 4YacToTe aHKOpMHIA pEUIEHHE MOXET CTaTb HSKOHOMHYECKU
HelleJIecoO0Opa3HbIM, IMO3TOMY B JAJIbHEHIINX HCCIEAOBAHUSAX IUIAHUPYETCS pPacCMOTPETh
aIbTepHAaTUBHBIE OJOKYeHH Iiatdopmbl, Hampumep, Polygon [23], Tezos [24] wnu Hyperledger
Fabric [25]. KimtoueBble oTiInuMs epedrcIeHHbIX OJ0KUeH-111aT(opM npecTaBieHsl B Tadbauie 1.

Tabnuna 1. CpaBHeHue GiokyeiH-IIIaTGOpM

Ilaardopma Kaacce EVM-coBMeCTUMOCTH Pa3mep komuccuu
Ethereum [TyOnuuHbIit Ectp ot 0.2
Polygon [Ty6muaHbIi Ectb ot 0.01
Tezos [TyOuuHbIi Her ot 0.005
Hyperledger Fabric YacTHbIi Her 0

Cornacno tabmuie 1 MOXHO OTMETUTh, uTo Ethereum u Polygon nonnepxxusator EVM, uto
JIeNaeT BO3MOXKHBIM TPSIMOM TEPEHOC CMapT-KOHTPAKTOB MEXIY OSTHMH IUiarGopMamu. ITO
CYLIECTBEHHO YIIPOIIAET PeaM3alliio M MONICPKKY PEUICHWH, U3HAYaIbHO Pa3pabOTaHHBIX LIS
Ethereum. Polygon nipu 3TOM npeanaraeT 3HaYUTETHHO O0JIee HU3KYK CTOMMOCTD TPAaH3aKIIUH, 4TO
JeNaeT ero Oojiee NPEANOYTUTENIbHBIM BAapUAaHTOM IIPH BBICOKOW YAaCTOTE 3allycka MOJIYJIS
AQHKOPUHTA.

Tezos u Hyperledger Fabric nHe mognepxuBator EVM, cnenoBarenbHO, MUTpalds Ha 3TH
wiathopmMbl  TpeOyeT TEepEeNHChIBAaHUS JIOTUKA CMapT-KOHTPakToB. OIHAKO OHU  TaKkKe
JCMOHCTPUPYIOT ~ HHM3KYI0  CTOMMOCTh  TpaH3akIMd, 4YTO JelaeT HX [OTEHIUAIbHO
NPUBJICKATEIBHBIMU Ui WCIIONB30BAaHHMS B CIy4asX C BBICOKAMH TpPEeOOBaHUSIMH K
macmrabupyemoctu. Hyperledger Fabric ornmgaercss Takke TeM, 4YTO pPa3BOpAdYMBACTCS Kak
YacTHBIA OnokueiH. Takol kiacc OJIOKYEHHOB MOIXOAUT ISl 3aKPBITBIX WHPPACTPYKTYp, TIe
nyOinyHas BepupUKaAIHs JaHHBIX HE TpeOyeTcs. DTO MO3BOJISET MOTHOCTHIO N30EKaTh U3EPKEK,
CBSI3aHHBIX C WCIIOJIb30BAaHHEM NYOJMYHBIX TUIATPOPM, a TakKe oOecreunmBaeT Oojiee CTPOTUi
KOHTPOJIb HaJ JIOCTYIIOM U YIPaBJICHHEM.
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5. 3akaouenue

B nanHoll craThe OBLT MpeAsio)K€H U pealr30oBaH MeETOJ oOecreyeHHs] LEeI0CTHOCTU
arperupoBaHHBIX JAaHHBIX MOHUTOPHHTAa Ha OCHOBE MEXaHW3Ma aHKOPWHTA XdIIeH B MyOIMUHBIHA
onoxueitH. Ilogxox mo3BoiysieT obOecrneyuTh AOKA3yeMyl0 HEM3MEHHOCTh METPHK, COOpaHHBIX
cucteMoil MoHHUTOpuUHTa Prometheus, ¢ BO3MOXXHOCTBIO TOCHEAyIOUIEH BepU(UKAUN TYTEM
MOBTOPHOT'O XAIIUPOBAHMS M COMOCTABIICHHUS C paHee 3aUKCUPOBAaHHBIM 3HaUE€HUEM B OJIOKUYEHHE.
Pa3pabotanubiii poroTun BkiItodaeT Python-momynu ans ankopuHra u BepuduKanuu, a Takxe
CMapT-KOHTPAKT Ha si3b1ke Solidity, pa3BépHyThIiii B TecToBOM ceTn Ethereum Sepolia.

B xauecTBe nanpHENUIINX HAMPABIECHUN UCCIIEIOBAHUS UIAHUPYETCS:

1. Peanmzanmsi moaaep)KKW MHOMXECTBEHHBIX HCTOYHHUKOB MeTpHK (Zabbix, InfluxDB
uap.).

2. Peanmmzamms mopnmepxkku Oe3omacHoO Bepudukanuu uepe3 web-uHTepderic wim c
noMoIkio nHcTpyMeHTa Grafana [26].

3. Peanuzauusa  nopiepKKd — anbTePHATHBHBIX  CHOCOOOB  XpaHEHHUs,  BKIOYas
ucnonszoBanue [PFS mns apxuBHbix mganHbiXx U zK-SNARK noka3arensCTB BMECTO OTKPBITBIX
XDIIEH.

4. TlpoBeneHne MacIITa0HBIX HArpy30YHBIX TECTOB, BKJIIOYAs aHAIW3 BIHMSHHS 00BEMA
METPHUK Ha MTPOU3BOAUTEIHPHOCTD U CTOMMOCTh TPAaH3aKIIUi B OCHOBHOM ceTu Ethereum.

5. Peanuzanus nmoaaep)KKu anbTepHAaTUBHBIX OnokdeiH-matdgopm (Polygon, Hyperledger
Fabric).

[IpennoxxeHHbli B paboOTe MOAXOA MOXKET OBITH IMOJIE3€H B CHCTEMax, IJle LEIOCTHOCTb
MOHHMTOpPUHTA KPUTUYHA — HAIpUMeEp, B (PUHAHCOBOM CEKTOPE U TOCYIaPCTBEHHBIX OpraHax.
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Method for Ensuring Integrity of Aggregated Monitoring Data
Using Blockchain Technology

Ivan R. Fedorov
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Abstract: As the complexity of information systems increases and the requirements for
information security become more stringent, there arises a need not only for the collection and
analysis of monitoring data but also for ensuring their immutability over time. Traditional
monitoring systems do not provide protection against unauthorized modifications of metric
history, which limits their applicability in contexts that require transparent auditing. This work
proposes to address this issue using blockchain technology. The proposed approach involves
daily extraction of key monitoring metrics for the previous day, followed by hashing of the
aggregated data. The resulting hash is transmitted to a smart contract deployed on the public
Ethereum blockchain, where it is stored along with a timestamp. For verification, a software
module was developed that retrieves data from the monitoring system and compares their hash
with the one stored on the blockchain. A prototype implementation has achieved full automation
of the process of recording and subsequently verifying aggregated metrics. The verification
procedure reliably detects any data tampering by comparing hashes. While the proposed method
does not eliminate the risk of recording tampered data in the event of a trusted party being
compromised, it does ensure a transparent and immutable history of recordings, allowing for
retrospective detection of violations. A key advantage is its independence from the
organization's internal infrastructure and the ability to perform verification using open tools.
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